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1. OVERVIEW
Introduction

National Bank of Egypt (UK) Limited (“NBEUK” or “the Bank”) was incorporated in the UK as a
company limited by shares under the Companies Acts 1985 to 1989 on 28" August 1992 under
Company Number 2743734. NBEUK took over the operations of the two former London branches, (re-
opened in London 1982) of National Bank of Egypt (“NBE”), and incorporated as a wholly owned
subsidiary of NBE. The Bank’s name was changed to National Bank of Egypt (UK) Limited (“NBEUK”)
from National Bank of Egypt International Limited (“NBEI”) with effect from 1% October 2004.

The Bank’s current product portfolio comprises a number of activity areas set out in the paragraphs
that follow:

« The Bank operates a wholesale money market business which essentially focuses on money
market placements and foreign exchange (Forex). It also includes the procurement of Debt
securities and investments in the form of Fixed Income bonds and Floating Rate Notes.

« A commercial lending business. This includes syndicated lending facilities working mainly with
financial institutions, corporates and sovereign entities world-wide.

« Trade finance. In the main, this business provides a facility to Egyptian banks to cover letters of
credit, letters of guarantee and bills discounted. In addition, trade finance is also extended to a
number of banks and corporates globally.

« Customer/Retail Services to Egyptian nationals in the UK and to staff of Egyptian Embassies
and of Egypt Air world-wide.

Background

Since 1% January 2008, the Bank has been operating under the Basel Il Framework (“the
Framework”), as adopted by the European Union via the implementation of the Capital Requirements
Directive (“the Directive”). In the UK, the Directive is being implemented by our regulator the
Prudential Regulatory Authority and the Financial Conduct Authority (the PRA and FCA’). The Basel Il
Framework is structured around three pillars: Pillar 1 (minimum capital requirements), Pillar 2
(supervisory review) and Pillar 3 (market discipline).

The disclosure requirements (Pillar 3) aim to complement the minimum capital requirements (Pillar 1)
and the supervisory review process (Pillar 2). It aims to encourage market discipline by allowing
market participants to assess key pieces of information on risk exposures and the risk assessment
processes and capital adequacy of the Bank.

Basis of Disclosures

These disclosures cover the Pillar 3 qualitative and quantitative disclosure requirements and have
been prepared by NBEUK in accordance with the Pillar 3 requirements laid out in the FCA handbook
BIPRU Chapter 11.

They provide information on the capital adequacy and risk management of NBEUK. NBEUK does not
have any subsidiary undertaking and prepares its prudential returns on an unconsolidated basis only.
All figures within this document are as at 30" June 2019 unless stated otherwise.




Frequency

This report will be made on an annual basis. The disclosures will be as at the Accounting Reference
Date (ARD), i.e. as at 30" June, and will be published within six months of the ARD. The Bank will
aim, however, to make the disclosure shortly after the publication of the Annual Report & Accounts.

Media and Location

The report will be published on the NBEUK corporate website (www.nbeuk.com).

Verification

The Pillar 3 disclosures have been subject to internal review procedures broadly consistent with those
undertaken for unaudited information published in the Annual Report and Accounts. The Pillar 3
information has not been audited by NBEUK’s External Auditors.

The Pillar 3 disclosures have been prepared purely for explaining the basis on which the Bank has
prepared and disclosed certain capital requirements and information about the management of certain
risks and for no other purpose. They do not constitute any form of financial statement but are
supplementary to the information contained in the Bank’s financial statements.

2. RISK MANAGEMENT OBJECTIVES AND POLICIES
2.1 Introduction

The primary objectives of risk management are to protect the financial strength of NBEUK
while looking to ensure that capital is well deployed to support business activities and grow
shareholder value. The Bank’s risk management framework is based on the following
principles, which apply across all Business Units.

e The Board of Directors ("the Board”) in providing leadership, approving risk policies,
setting risk appetite (risk limits), strategy, geographical risk profile, delegating the
necessary discretion to the Board’s Committees and remaining responsible for the Internal
Capital Adequacy Assessment Process (ICAAP), Individual Liquidity Adequacy
Assessment Process (ILAAP), recovery plan and resolution pack and risk management
framework.

e Protection of financial strength: NBEUK controls risk in order to limit the impact of
potentially adverse events on the Bank’s capital and income levels. The maximum amount
of risk the Bank can take is limited by the capital it is required to hold against all types of
risks (risk appetite) The Bank’s risk appetite is to be consistent with its financial resources.

e Risk transparency: Risk transparency is essential so that risks are well understood by
Business Units, senior management and the Board of Directors, in alignment with the
Bank’s strategy.

e Distributed Risk Management: Each Business Unit is responsible for the ongoing
identification, measurement, reporting and management of their respective risk exposure.

e Independent oversight to ensure Business Units compliance with risk policies, regulations
and to provide regular evaluation and reporting.
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Risk management at NBEUK is a structured process that identifies, measures, monitors and
reports risk. All Business Units report their identified risks to the Risk Management Officer who
is responsible for the aggregation of all material risks and reporting directly to Senior
Management and to the Supervisory Regulatory Body as the case may be. Also, to oversee
the implementation of all relevant risk policies, developing tools to assist Senior Management
to determine risk appetite and assessing the overall risk profile of the Bank.

NBEUK has strategies and processes in place for continuously assessing and maintaining the
adequacy of its capital and liquidity resources, liquid asset buffer and also to carry out regular
internal reviews of these strategies and processes. The Board is responsible for reviewing the
effectiveness of its internal controls in containing risk as laid down within acceptable
parameters, and for ensuring that corrective action is taken in the event that control
weaknesses are identified.

When assessing the ‘Risk Management Framework’ the Bank considers the extent to which
the risk appetite is embedded in, and how it influences, the overall strategy. Such an
assessment includes the Bank’s views on the link between the business strategy, the risk
strategy, risk appetite and risk management framework and the capital and liquidity
management framework.

When reviewing the risk strategy, risk appetite and risk management framework of the Bank,
we assess whether:

e The responsibility of the management body in respect of the risk strategy, risk appetite
and risk management framework is exercised in practice by providing appropriate
direction and oversight;

e The risk strategy and risk appetite consider all material risks to which the Bank is exposed
and contain risk limits, tolerances and thresholds;

e The risk strategy and risk appetite are consistent and implemented;

e The risk appetite framework is forward-looking, in line with strategic planning horizons set
out in the business strategy and regularly reviewed ( at least annually reviewed and
approved by the board);

e The risk strategy and appetite appropriately consider the risk tolerance and financial
resources of the Bank (i.e. the risk appetite should be consistent with supervisory own
funds and liquidity requirements and other regulatory measures and requirements); and

The risk strategy and risk appetite statement are documented in writing and there is evidence that they
have been communicated to the staff of the Bank.

2.2

Risk Culture

We seek to promote a strong risk culture throughout our organization. Our aim is to help
reinforce our resilience by encouraging a holistic approach to the management of risk and
return throughout our organization as well as the effective management of our risk, capital and
reputational profile. We actively take risks in connection with our business and as such the
following principles underpin risk culture within our Bank:

Risk is taken within a defined risk appetite;

Every risk taken needs to be approved within the risk management framework;
Risk taken needs to be adequately compensated; and

Risk should be continuously monitored and managed.

Employees at all levels are responsible for the management and escalation of risks. We
expect employees to exhibit behaviours that support a strong risk culture. To promote this our
policies require that behaviour assessment is incorporated into our performance assessment




2.3

and compensation processes. We have communicated the following risk culture behaviours
through various communication vehicles:

e Being fully responsible for our risks;

e Being rigorous, forward looking and comprehensive in the assessment of risk;
e Inviting, providing and respecting challenges;

e Trouble shooting collectively; and

e Placing the Bank and its reputation at the heart of all decisions.

To reinforce these expected behaviours and strengthen our risk culture, we conduct a number
of firm-wide activities. Our Board, Steering Committee, Risk Committee and senior
management frequently communicate the importance of a strong risk culture to support a
consistent tone from the top.

The early warning signs ‘Red Flags’ process continues to provide a link between risk-related
conduct and performance management. It allows the Bank to monitor adherence to certain
risk-related policies and processes, whereby a breach leads to an appropriately weighted Red
Flag.

We have continued to develop our training curriculum to raise risk awareness
Risk Management Organisation and Internal Governance

NBEUK’s Board of Directors are responsible to shareholders for the strategic direction,
supervision and control of the Bank and for defining the Bank’s overall tolerance for risk. The
Board has established its committees including the Steering Committee chaired by the
Chairman of the Board, with credit risk authorities in line with the approved credit policy, Audit
—Committee, Risk Committee, Asset and Liabilities Management Committee (ALCO), Credit
Committee, Executive Management Committee and Business Continuity Committee. The
Board is responsible for approving all risk policies and their annual review.

In this context, the Board and the Senior Management of the Bank are ultimately responsible
for the Bank’s risk management arrangements which encompass the risk profile, risk appetite,
management of capital, management of liquidity, recovery plan and resolution pack as per the
approved Internal Capital Adequacy Assessment Process (ICAAP), Individual Liquidity
Assessment Process (ILAAP) and risk policies and its pertaining procedure manuals.

NBEUK'’s risk management oversight is performed at several levels of the Bank based on a
distributed risk management structure. This entails a two tier risk management function, with
a central risk management function responsible for risk policy and a distributed risk
management function located in each business unit responsible for day-to-day risk
management.

The distributed risk management structure of NBEUK is generally characterised by the
following features:

« The focus of the distributed risk structure is purely on risk (generating risk information,

monitoring compliance with limits, ensuring compliance with regulatory risk capital
requirements, reviewing risk adjusted performance, generating risk information for the risk
officer).

« The distributed risk function has matrix reporting responsibilities whereby every business

unit identifies the risk and report directly to the risk officer.

« The central risk oversight function (conducted by the Risk Management Officer) reports to

-the CEO and Managing Director and alongside the direct reporting to the Risk Committee
(establishing Board risk policies with Senior Management including tolerance of risk
expressed in terms of quantum of capital which is placed at risk, establishment of risk
valuation methodologies, updating and reviewing risk limits and policies, recommending




new products, establishment of risk reporting framework, development and implementation
of capital allocation policies).

Under the approved ICAAP and its pertaining risk policies and procedures, the selected
approach for risk management framework is distributed risk management whereby each
business unit (the first line of defence) is responsible for ongoing identification,
assessment, control, monitoring, reporting and mitigation of risks of their respective risk
exposures. Oversight and governance is provided through dedicated Board Committees
and risk support function from the Risk Management Officer and Senior Management
(second line of defence). Finally independent assurance is provided by Internal Audit and
the Audit and Risk Committee (third line of defence).

This process is applied to all risks which could have a significant impact on the Bank if
they were to materialise. Such material risk represents the bank’s risk profile and is
reviewed and reassessed at least annually as part of the internal capital adequacy
assessment process (ICAAP) and Individual Liquidity Adequacy Assessment Process
(ILAAP). The most significant risks categories the Bank is exposed to are: credit risk,
market risk (currency risk), interest rate risk in non-trading book, liquidity risk and
operational risk. For each risk the following risk management practices have been
adopted in line with the bank’s risk management framework:

Risk Policies/Procedures .

Risk Mitigation

Risk Measurement / ICAAP/ILAAP .

Risk monitoring & reporting

approaches Basel Il

Risk Control e Stress Testing including capital, liquidity and
reverse stress scenarios
Contingency Funding Plan (CFP) « Recovery Plan and Resolution Pack

Responsibility for risk management (first line of defence) lies with business units.
Responsibility for risk governance and oversight (second line of defence) lies with the
Board’s Committees, Risk Management Officer (RMO) and Senior Management.
Independent challenge is provided by Internal Audit (third line of defence).

KEY RISKS FIRST LINE SECOND LINE THIRD LINE
OF DEFENCE OF DEFENCE OF DEFENCE
Risk Management Risk Oversight/ Independent
Governance Oversight
Credit Risk Credit Department Risk Officer Internal Audit

Credit Committee
Senior Management

Market Risk (Currency
risk)

Treasury/Back Office

Risk Officer
ALCO Committee
Senior Management

Internal Audit

Interest rate risk

Treasury/Back Office

Risk Officer
ALCO Committee
Senior Management

Internal Audit

Liquidity risk

Treasury/Back Office

Risk Officer
ALCO Committee
Senior Management

Internal Audit

Operational Risk
(including Regulatory
Risk)

Financial Control /
Customer Services /
Operations Manager /
IT/ Others

Risk Officer
ALCO Committee
Senior Management
MLRO/Compliance
Officer

Internal Audit
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2.5

Risk Management Committees

Risk management oversight at the Board committees and Senior Management is as follows:

Steering Committee: responsible for assisting the Board of Directors in fulfilling their
oversight responsibilities by providing guidance regarding risk governance and the
development of the risk profile and capital structure including the regular review of risk
exposures, policies and the approval of risk limits within its delegated discretions.

Executive Management Committee: responsible for implementing the Bank’s strategy
and activity, managing its portfolios and its risk profile to ensure risk and return are
balanced and appropriate for current market conditions.

Risk Committee: responsible for assisting the Board of Directors in fulfilling their
oversight responsibilities by monitoring Management’s approach with respect internal
control, legal and regulatory compliance.

Audit Committee: responsible for assisting the Board of Directors in fulfilling their
oversight responsibilities by monitoring Management’s approach with respect to financial
reporting and accounting. The Audit Committee is also responsible for monitoring the
independence and the performance of the internal and external auditors.

Credit Committee: responsible for approving credit limits within its delegated discretions
or recommending risk limits outside its discretions to the Steering Committee for approval
or for ultimate recommendation of board approval. Also, the Committee is focusing on
monitoring and managing individual exposures and assessing the quality of the credit
portfolio and the adequacy of provisions.

ALCO Committee: responsible for supervising and directing the Bank’s risk profile with
immediate focus on asset and liability management, liquidity market and credit risk and
operational risk compliance.

Information Security Forum (ISF): responsible for applying and supervising a robust
framework for information security that provides consistent risk-based protection across
the Bank which meets our regulatory and compliance requirements.

Internal Auditors: responsible for assisting the Audit and Risk Committee and
Management by providing an objective and independent challenge, evaluation of the
effectiveness of control, risk management and governance process.

Risk Management Officer: responsible for assessing the overall risk profile on a Bank
wide, portfolio level and for individual businesses and recommending corrective action to
executive management under advice to internal audit.

RISK MANAGEMENT ARRANGEMENTS RELATING TO SPECIFIC RISKS

The Bank is exposed to the following main categories of risks:

Credit risk

Operational risk

Liquidity risk

Interest rate risk

Currency risk (market risk)




251 Credit Risk

Credit risk is defined as the possibility of a loss arising from a credit event, such as
deterioration in the credit ratings or the financial conditions of a counterparty or a group of
closely related counterparties, that causes an asset (including off-balance sheet transactions)
to lose value or become worthless. Credit risk is the largest single risk that NBEUK is exposed
to.

NBEUK'’s risk management distinguishes between four kinds of credit risk:

e Counterparty/default risk is the risk that counterparties fail to meet contractual payment
obligations.

e Country risk is the risk that NBEUK suffers a loss in any given country because of any of
the following reasons: a possible deterioration of economic conditions, political and social
upheaval, nationalisation or expropriation of assets, government repudiation of
indebtedness, exchange control and disruptive currency depreciation or devaluation.
Country risk includes transfer risk which arises when debtors are unable to meet their
obligations owing to an inability to transfer assets to non-residents due to direct sovereign
intervention.

e Settlement risk is the risk that the settlement or clearance of a transaction will fail. It arises
whenever the exchange of cash, securities and other assets is not undertaken
simultaneously.

e Concentration risk is the additional risk that arises where there are large exposures or
concentrations in the credit portfolio to certain regions, sector or industries.

In accordance with the provisions of the Bank’s approved Large Exposure Policy Statement
(the Credit Policy), Provisioning Policy Statement, Credit Procedures and other pertaining
policies and Board’s guidelines which are issued from time to time, NBEUK’s credit risk
management processes covers all businesses which are exposed to credit risk and are
regularly refined.

Central to NBEUK'’s risk management philosophy is a sound system of risk limits, which
defines the Bank’s risk appetite and control of the range of risks inherent in its business
activities. Every extension of credit or material change to a credit facility (such as its tenor,
collateral structure or major covenants) to any counterparty or a member of closely related
counterparties requires credit approval at the appropriate authority level. Credit risk limits
establish the maximum amount of credit risk assumed by the Bank through normal operations,
given the business strategy and the financial resources available to absorb losses.

Credit assessment of an individual obligor is a structured process to assess, identify, quantify,
monitor and manage credit risk on a consistent basis.

NBEUK'’s Board of Directors agree the credit risk limits and delegate approval authorities to
Credit Committee and Steering Committee as stated in the Large Exposures Policy
Statement. Credit risk limits are always subject to annual review taking into consideration
regulatory requirements for large exposure treatments and its related credit risk mitigations. -
Credit limits for both countries and counterparties include sub-limits for particular products.

In addition to individual obligor and group assessments and limits, concentration limits are set
and monitored in respect of:

e Country risk
e Sector exposures
e Large exposures

NBEUK monitors all credit exposures on a continuing basis and has procedures in place in
accordance with the Bank’s policies to identify at an early stage credit exposures for which




there may be an increased risk of loss. Counterparties that on the basis of the application of
our risk management tools, demonstrate the likelihood of problems, are identified well in
advance so that we can effectively manage the credit exposure and maximise the recovery.
This monitoring process includes:

e Limit monitoring — A comprehensive daily reporting process is in place covering all
relevant exposures by country, by counterparty and by group exposures.

e Limit violations — Procedures to be followed in terms of action to be taken when a breach
occurs.

e Limit allocations — the necessary authorities for limit allocations or powers to switch
between sub-limits of various business lines or activities to maximise efficient use of credit
risk limits are embedded in the Large Exposure Policy Statement and are delegated to
Credit Committee under advice to Steering Committee and Board of Directors.

NBEUK carries out regular loan reviews, enabling it to swiftly implement measures to prevent
deterioration of borrowers’ business situations, support business recoveries, and enhance
loan security and recovery. It defines and grades non-performing loans (NPLs) as set out in
the Provisioning Policy Statement. The Credit Department is responsible for monitoring the
performance of customers, and changes in counterparty risks, reporting as necessary to
General Management, Credit Committee and the Board.

2.5.2 Operational Risk

Operational risk is defined as the risk of losses stemming from inadequate or failed internal
processes, people and systems or from external events. These losses may result from failure
to comply with policies, procedures, laws and regulations; from fraud or forgery; from a
breakdown in the availability or integrity of services, systems and information, or damage to
NBEUK’s reputation.

Operational risks are managed under the provisions of the policies and procedures approved
by the Board including:

e Fraud Prevention Policy Statement

e Anti-Bribery and Corruption Policy Statement

e Information Security Policy Statement

e Record Retention Policy Statement (GDPR)

e Public Interest Disclosure Act (Whistle Blowing Policy Statement)

e Expenses Policy Statement

e Management and Staff Handbook for Anti-Money Laundering and Counter Terrorist
Financing

e Management and Staff Handbook for Anti-Bribery and Corruption

e Management and Staff Handbook for Fraud Prevention

e |T Strategy and Disaster Recovery Contingency Plan

e Departmental procedures manuals, including incidents reporting procedures

Operational risks are monitored and managed on a daily basis, as appropriate, by Financial
Control Department, Money Laundering Reporting Officer, Retail Department, Settlement
Department, Documentary Credit Department with the relevant reporting of any risk
identification to the Risk Management Officer, Internal Audit Department and Senior
Management, Executive Management Committee, ALCO Committee and the Board. Any
incidents are the subject of error reports, which are signed off by Senior Management. In
addition, a detailed Annual Report for Money Laundering is provided to the Risk Committee,
the Executive Management Committee, the Steering Committee and the Board.
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2.5.3 Interest rate risk

Interest rate risk is the risk arising from adverse changes in interest rates. The market risks
associated with the Bank’s non-trading portfolios (“The Banking Book”) primarily relate to the
risk that NBEUK will incur under the increased interest expense arising from liquidity and
funding requirements during periods of poor market liquidity (balance sheet or non-traded
market risk).

The Bank manages its interest rate risks in accordance with the approved limits. Positions are
monitored and managed by Treasury Department on a daily basis and hedging strategies
used to ensure positions are maintained within the established limits in accordance with the
provisions of the Bank’s Treasury Policy Statement and Liquidity Policy Statement approved
by the Board.

2.5.4 Liquidity risk

Liquidity risk is the risk that the Bank will not be able to fund assets or meet obligations at a
reasonable price. The funding process and liquidity risk management is the prime
responsibility of the Treasury Department. The Bank maintains high level of liquid assets and
a very stable funding base. The core objectives of liquidity risk management are to ensure that
obligations are met in full and on time, regardless of circumstances, and that the Bank
continues to fulfil its medium term investment and lending commitments and strategic goals.

Liquidity positions are monitored on a daily basis and daily liquidity reports (LMM, LCR and
NSFR) issued by the Financial Control Department which are circulated to the Risk
Management Officer (RMO), Internal auditor, Treasury Department, Settlement Department
and General Management. Monitoring liquidity positions on a daily basis is to ensure that
ILAAP’s minimum liquidity thresholds including individual liquidity guidance (ILG), the
adequacy of the required liquid asset buffer, the effectiveness of the contingency funding plan
and the results of the quarterly stress testing are adhered to internal and external guidelines at
all times. The ALCO Committee monitors the maturity profile on a monthly basis with ongoing
liquidity monitoring by the Treasury Department

2,55 Currency Risk (Market Risk)

Currency risk is the risk that the value of a financial instrument will fluctuate due to changes in
foreign exchange rates. The Board has set limits on positions by currency as stipulated in the
Treasury Policy Statement.

NBEUK’s currency positions and its pertaining risk are monitored by Treasury Department on
a daily basis with a daily compliance report issued by Settlement Department and commented
on by Treasury Department. NBEUK manages its currency risk under the provisions of the
Treasury Policy and Procedures Manuals approved by the Board of Directors, together with
the authorised limits for Treasury Department.

2.5.6 Capital and Liquidity Stress Testing

NBEUK performs regular stress testing on its capital adequacy requirements and liquidity
positions in accordance with the scenario analysis as per the Board’s approved ICAAP and
ILAAP documents in addition to the scenario analysis applied under the reverse stress testing.
Also, the requirements resulted from the PRA’s SLRP review and the criteria inherent in the
final ILG letter and its related liquidity pillar 2 add-ons amount.

Liquidity stress tests are used both to inform the Bank’s liquidity risk tolerance and to
formulate the metrics against which that risk is measured and managed. Also, the results of
the liquidity stress tests inform the Bank’s liquidity risk appetite, recovery plan and resolution
pack (RRP),contingency funding plans (CFP) update and determine the required amount (the
quantification) of the liquid asset buffer (HQLA), and the amount of maturity transformation
inherent in the Bank’s balance sheet.
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Capital stress tests are used to inform the Bank’s capital adequacy and the loss absorbency
capabilities both in amount and quality under various scenarios as per the approved ICAAP.
Also the results of the capital stress tests will advise on the amount of capital planning buffer
(CPB or the PRA buffer) NBEUK is to maintain to cover the maximum projected loss expected
to incur under assumed adverse circumstances.

Liquidity stress tests are performed on a quarterly basis and capital and reverse stress tests
are performed and updated annually. In addition, periodic ad hoc stress tests are performed
as required by Senior Management, ALCO or the Board of Directors.

Detailed results of stress tests are presented to Senior Management, ALCO, and the Board of
Directors including the impact of the scenario analysis on the Bank’s capital requirements, its
capital resources, capital planning buffer, profitability, liquidity positions, amount of liquid asset

buffer, survival period, recovery plan and resolution pack and contingency funding plan.

3. CAPITAL RESOURCES

The following table provides details of NBEUK'’s regulatory capital resources as at 30" June 2019

compared to its previous position as at 30" June 2018.

Notes As at As at
30/06/2019 30/06/2018

A) CAPITAL RESOURCES
Tier 1 Capital

Called up share capital 130,000 130,000

Retained earnings and other 1 19,987 19,856

reserves

Deferred tax liabilities 0
Tier 1 capital and deductions 149,987 149,856
Tier 2 Capital

Subordinated debt 35,336 34,073

Collective provisions 0
Tier 2 capital and deductions 35,336 34,073
Total capital resources 185,323 183,929
B) CAPITAL ADEQUACY

Total Exposures 1,500,589 1,532,506

Risk Weighted Assets 776,081 765,685

Credit Risk Capital 8% 62,086 61,255

Operational Risk Capital 2,892 2,897

Credit  Valuation Adjustment 23 393

(“CVA")

Market Risk Capital 59 64
TOTAL PILLAR 1 CAPITAL 65,060 64,609
CAPITAL PLANNING BUFFER 20,331 44,217
SOLVENCY RATIO 284.85% 275.38%
CAPITAL ADEQUACY RATIO 22.79% 22.03%
TIER 1 CAPITAL RATIO ( LEVERAGE ) 10% 9.39%
TOTAL CAPITAL RATIO 12.35% 11.62%

1.

Notes:

The Board and AGM have agreed during their meetings dated 23 September 2019 not to

declare a dividend. Therefore the retained earnings increased from GBP19.9mn to GBP20.0mn




12

in September 2019 which also strengthened our capital resources to GBP185.3mn up from
GBP183.9mn or an increase of 0.8% over the period. Capital resources include a subordinated
loan of $45mn.

Under the updated ICAAP, the capital planning buffer “CPB” was decreased to GBP20.3mn
(from GBP44.2mn at the end of June 2018).

NBEUKSs capital adequacy ratio increased to 22.79% at the end of June 2019 compared to
22.03% in June 2018. This remains within the total regulatory capital requirements for NBEUK
of 16.10%. NBEUK’s leverage ratio stood at 10% also maintained above the regulatory
minimum requirements of 3%.

4. CAPITAL ADEQUACY

In order to protect the solvency of NBEUK, internal capital is held to provide a cushion for unexpected
losses. In assessing the adequacy of its capital, the Bank considers its risk appetite, the material risk
types to which the Bank is exposed and the appropriate management strategies for each of the Bank’s
material risks. In addition to capital adequacy quarterly reporting to the PRA and FCA, a full internal
capital adequacy assessment is performed at least annually or more frequently if required in order to
assess the Bank’s capital adequacy and to determine the levels of capital required including the
capital planning buffer going forward to support the current and future risks of the Bank’s growing
business. All relevant capital adequacy reports are produced by the Financial Control Department and
reviewed by the RMO and the Head of Internal Audit and forwarded to General Management, ALCO
Committee, Steering Committee and the Board.

The RMO is responsible for ensuring that the Bank’s current and future risks are reflected in the
Internal Capital Adequacy Assessment process (ICAAP) and that sufficient capital is maintained to
provide the Bank with adequate headroom to cover expected risks of current and potential business
activities and stress testing scenarios.

The amount and composition of the Bank’s capital requirements is determined by assessing the
minimum capital requirements under Pillar 1, based upon the Capital Requirements Directive (CRD),
the applicable approach for risk assessment being Standardised Approach for credit risks and the
Basic Indicator Approach for operational risk and the Individual Capital Guidance of the Bank (ICG).

The following table shows the Bank’s Pillar 1 capital requirement by asset class as at 30" June 2019
compared to the same position of 30" June 2018:-
(GBP 000’s)

Notes As at As at
30/06/2019 30/06/2018

CREDIT 